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Georgia SoftWorks is pleased to announce the latest release of the Georgia SoftWorks UTS (Telnet) and 
the GSW SSH2 Server.  Version 7.51.0001 is shipping and is now available for distribution.  :  
 

Feature # Description –Features  
 
Version 
 

 
7.51.0001 – Feature Release:   
  

Feature # Description  
A09080 GSW Mobile Clients Support Simplified Chinese with Font GB  

GSW   CE/Mobile SSH2 clients for Windows support Simplified Chinese with Font GB 
(True Type) 

A09081 GSW UTS (SSH2/Telnet) – Windows Server 2008 Compatible 
GSW   UTS Server is Windows 2008 compatible.

A09082 GSW UTS (SSH2/Telnet) – VMware ESX Compatible 
GSW UTS is compatible with VMWare ESX Server virtualization product. 

A09083 GSW UTS (SSH2/Telnet)  - Microsoft Hyper-V compatible 
GSW UTS is compatible with Microsoft Hyper-V virtualization server. 

A09084 GSW – Mobile Clients - Application Launch Bypass 
GSW Mobile clients (PPC 2003/Windows Mobile 5/6) can be configured so it will 
easily interoperate with application launch utilities like Intermec’s iLaunch such that the 
client will terminate immediately when the session ends.  

A09085 GSW UTS  - Pass-through Printing 
Configurable Print Data Buffer Size. 

A09086 GSW UTS  -  Session Administrator 
The GSW Session Administrator (GS_ADMIN) can be executed in a Windows 
Terminal Services session.

 
Defect Resolutions: 
 

Resolution  # Description – Defect Resolutions 
  

  
And when you have higher security requirements than SSH2, remember that GSW has a FIPS 140-
2 compliant option for the GSW SSH2 Server that is good enough for the US Military! 

 
GSW provides a Federal Information Processing Standards Publication (FIPS) 140-2 compliant option for 
those entities with requirements to meet cryptographic module security standards to protect sensitive and 
valuable data. FIPS standards are either mandated or recommended for use in federal government 
information technology (IT) systems. 

 

http://www.georgiasoftworks.com/
http://www.georgiasoftworks.com/docs/ssh2/FIPS_QuickOverview.pdf
http://www.georgiasoftworks.com/docs/ssh2/FIPS_QuickOverview.pdf
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Georgia SoftWorks undertook a purposed and specific development effort in order to provide required 
FIPS 140-2 compliant SSH2 server and client (mobile and desktop) software to the United States 
Military.  Having completed this task, GSW is able to make this software available to other branches of 
the Federal government as well as State governments and other institutions including research, 
educational and commercial. 

 

 
 

GSW Mobile Client FIPS 140-2 Configuration  
GSW SSH2 Server Session Administrator 

 
Easy Configuration 
Configuring the FIPS 140-2 option on GSW Mobile Clients is easy and the SSH2 Server FIPS 140-2 
compliant configuration option is enabled when registered. 

Confirm Compliancy 
Using the UTS Session Administrator you can verify True GSW FIPS 140-2 compliant connections. An 
asterisk “*” will be pre-pended to the user name for connections that are FIPS 140-2 compliant for both 
the client and the server1.  

Call for GSW FIPS Option Pricing! 

                                                 
1 This means that the GSW SSH2 client selected the “FIPS SSH2” configuration option and the SSH2 Server is verified as FIPS 140-2 compliant. See User 
Manual for details on requirements for FIPS 140-2 compliance. 
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